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and the Senate then resume consider-
ation of S. 2248, the FISA legislation. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

f 

ORDER FOR ADJOURNMENT 

Mr. BROWN. Mr. President, if there 
is no further business, I ask unanimous 
consent that following the remarks of 
Mr. DODD, the senior Senator from 
Connecticut, the Senate then stand ad-
journed under the previous order. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Connecticut. 

f 

FISA 

Mr. DODD. Mr. President, let me 
begin my remarks, I know tomorrow 
we are going to begin more formal de-
bate on the FISA legislation. This is to 
be a continuation of the effort, for 
those who wonder what this is, this is 
the Foreign Intelligence Surveillance 
Act. This was the debate which was the 
last item of debate before the holiday 
break back in mid-December. 

The legislation was withdrawn and 
was not completed. Senator ROCKE-
FELLER, Senator BOND, the chairman 
and the ranking Republican, and mem-
bers of the Intelligence Committee, 
Senator LEAHY, Senator SPECTER, and 
members of the Judiciary Committee, 
Republicans and Democrats have 
worked on this legislation. 

I wish to begin my comments by 
thanking them for their efforts on try-
ing to develop a piece of legislation 
that would reflect the realities of 
today. 

There has been some history of this 
bill. My intention this evening is to 
spend some time talking about a sec-
tion of this bill dealing with retro-
active immunity, which my colleagues 
and others who followed this debate 
know I spent some 10 hours on the floor 
of this body back in December express-
ing strong opposition to that provision 
of this bill; not over the general thrust 
of the bill. 

The Foreign Intelligence Surveil-
lance Act is critically important to our 
country. It provides a means by which 
you can have a proper warrant ex-
tended or given out by governmental 
authorities to collect data, informa-
tion, critical to our security. 

For those who know the history of 
this, it dates back to the 1970s as a re-
sult of the Church Committee’s efforts 
revealing some of the egregious activi-
ties of the Nixon administration in lis-
tening in, eavesdropping, wiretapping, 
without any kind of court order, war-
rant or legal authorities. 

So the Congress, working in a bipar-
tisan fashion, I think almost unani-
mously adopted the Foreign Intel-
ligence Surveillance Act in the late 
1970s. Since that time, this bill has 
been amended I think some 30 or 40 

times, maybe more, I know it has been 
a number of times over the years. In 
nearly every instance, almost unani-
mously amended to reflect the changes 
over the years and the sophistication 
of those who would do us harm or dam-
age, as well as our ability to more care-
fully apprehend or listen in or gather 
information that could help us protect 
our Nation from those who would do us 
great harm. 

That is a very brief history of this. 
We are once again at a situation to try 
and modernize and reflect the needs of 
our Nation. There is a tension that 
that exists between making sure we are 
secure and safe and simultaneously 
doing it in a manner in which we pro-
tect the basic rights of the American 
citizens. 

There has been this tension through-
out our history. But we are a nation 
grounded in rights and liberties. It is 
the history of our country. It is what 
made us unique as a people going back 
more than two centuries. 

Over the years, we have faced very 
significant challenges, both at home 
and abroad. So we have had a need to 
provide for the means by which we col-
lect data and information that would 
protect us, to make us aware of those 
who would do us harm, and yet simul-
taneously make sure that in the proc-
ess of doing that, we do not abandon 
the rights and liberties we all share as 
Americans. The Constitution does not 
belong to any political party. I have 
said that over and over again. Cer-
tainly today, as we debate these issues 
involving the FISA legislation, I hope 
everyone understands very clearly my 
objections to the provisions of this bill 
have nothing to do whatsoever with 
the important efforts to make it pos-
sible for us to collect data that would 
keep us safe, but I feel passionately 
that we not allow this vehicle, this 
piece of legislation, to be used as a 
means by which we reward behavior 
that violated the basic liberties of 
American citizens by granting retro-
active immunity to telecom companies 
that decided, for whatever reason, to 
agree, at the Bush administration’s re-
quest, to provide literally millions of 
telephone conversations, e-mails, and 
faxes, not for a month or 6 months or 
a year but for 5 years, in a concerted 
effort contrary to the law of our land. 

So that is what brings me to the 
floor this evening. It is what brought 
me to the floor of this body before the 
holiday recess, talking and expressing 
my strong opposition to those provi-
sions of this legislation. There are 
other concerns I would point out about 
this bill that other Members will raise. 
Senator FEINGOLD has strong objec-
tions to certain provisions of this legis-
lation, others have other ideas I am 
confident have merit. 

But I commend Senator ROCKE-
FELLER and Senator BOND. They have 
done the best job, in many ways, of 
dealing with these sets of questions. 
But why in the world we decided we are 
going to grant retroactive immunity to 

these telephone companies is what 
mystifies me, concerns me deeply, be-
cause of the precedent-setting nature 
of it. 

There are those who would argue 
that in order for us to be more secure, 
we must give up some rights, that you 
have to make that choice. You cannot 
be secure, as we would like to be, if we 
are unwilling to give up these rights 
and liberties. 

I think this false dichotomy is dan-
gerous. In fact, I think the opposite is 
true. In fact, if you protect these rights 
and liberties, that is what makes us 
more secure. Once you begin traveling 
down that slippery slope of deciding on 
this particular occasion we are going 
to walk away from these rights and 
these liberties, once you begin that 
process, it gets easier and easier to do. 

In this case, we are talking about 
telecom companies. We are talking 
about communications between private 
citizens, e-mails, faxes, phone con-
versations. Why not medical informa-
tion? Why not financial information? 
When is the next example going to 
come up where companies that knew 
better, not should have known better, 
knew better, in my view. 

One of the companies that may have 
complied with the Bush administra-
tion’s request, in fact, was deeply in-
volved in the drafting of this legisla-
tion in the 1970s, in putting the FISA 
bill together. This was not some first 
year law school student who did not 
know the law of the land in terms of 
FISA, they knew the law, they under-
stood it. 

In fact, there are phone companies 
that refused to comply with the re-
quest of the Bush administration ab-
sent a court order. Those companies 
said: Give us a court order, we will 
comply. Absent a court order, we will 
not comply. 

So there were companies that under-
stood the differences when these re-
quests were made more than 5 years 
ago. 

So this was not a question of ‘‘every-
body did it,’’ the same argument that 
children bring to their parents from 
time to time, or ‘‘we were ordered on 
high,’’ in what is known as the Nurem-
berg defense which asserts that there 
were those in higher positions who said 
we ought to do this. That was the de-
fense given in 1945 at the Nuremberg 
trials by the 21 defendants who claimed 
they were only obeying orders given by 
Hitler. Though this situation before us 
is obviously enormously different, a 
similar argument, that the companies 
were ordered to do this, defies logic and 
the facts of this case. 

With that background and the his-
tory of the FISA legislation—and there 
are others who will provide more de-
tail—let me share some concerns about 
this particular area of the law. I will be 
utilizing whatever vehicles are avail-
able to me, including language I will 
offer to strike these provisions, to see 
to it that this bill does not go forward 
with retroactive immunity as drafted 
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